
Is there more than one vendor in our IAM and device management stack? 

Yes

No

Can we accept that an 
integration between the 
vendors is really Zero 
Trust?

Decision

Yes

No

We can trust the device posture.

Since when integrated 
mean zero trust?

IT executives that prefer big vendors may not accept a substitute

We do it anyway and risk that an IAM solution trusting a separate MDM provider 
won't lead to bad things

Are we 
overspending on 
two solutions 
when we could 
consolidate?

Everything is fine. We're using our favored "best of breed" solution(s), even if we're 
paying more.

We cannot accept that we're overpaying, or risk that "integrated" vendors will 
provide Zero Trust

We're aware that there's a potential problem and won't accept that risk

IT unification is achieved via a single solution that manages identities and devices

Is a Zero Trust security 
strategy important to my 
organization?
1 Assess the impact of trusting 

the integration between two 
vendors or siloed 
administration between 
teams

2

We're using a 
patchwork of 
services from 
one vendor.

Is there 
internal trust 
and 
coordination 
between 
teams 
managing 
those 
solutions?

The identity 
team trusts 
the device 
management 
team. All is 
well.

UX complexity 
and lack of 
coordination 
creates insider 
risk aka "the 
careless 
insider". We 
cannot accept 
that risk.
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