JUMPCLOUD ADMIN CONSOLE UPDATE

Interactive Password

Complexity Dialog

TLDR

Previously, an administrator did not know the
password complexity requirements when setting
up a password for a user. Now, the password
complexity requirements are clearly shown and as-you-
type feedback is provided as they are being met.

What Will | Experience Now?

o« The new Users> Details>Set New Password
Screen dialog box shows and validates all password
complexity requirements, not just some of them.

« Validation is performed both by the front-end
component and the API endpoint.

« The dialog is designed to be mobile responsive.

« The dialog is WCAG-compliant.

What Will This Look Like?
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Key Benefits

« A much cleaner user experience: Clear explanation
of all password complexity requirements and as-
you-type visual feedback.

o Security and compliance: The new API endpoint
checks all requirements, not just a select few.

« More elegant console UI: The Admin Portal no longer
shows permanently empty in-page password input
fields in the User Details page.

WHEN IS IT COMING?

A gradual rollout started August 23rd.
By September 2,2022 all Admins will have this feature!




